|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **㈜아이티아이즈**  **침해사고관리지침은**  **클라우드 지원서비스를**  **제공하기 위한**  **운영문서로서 검토되고**  **승인됨** | **구분** | **직위** | **성명** | **일자** | **서명** |
| 승인 | 클라우드서비스  최고책임자 | 조왕래 |  |  |
| 검토 | 클라우드서비스  관리자 | 김종룡 |  |  |
| 작성 | 클라우드서비스  담당자 | 김대회 |  |  |

침해사고 관리지침

2023.00.00

![](data:image/png;base64,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)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 재•개정 이력사항 | | | | |
| 번호 | 날짜 | 쪽 | 내용 | 담당자 |
| 1 | 2021.02.05 | 11 | 최초 침해사고 관리지침 Ver1.0 | 박수용 |
| 2 | 2022.09.28 | 12 | 침해사고 대응훈련 계획서 및 보고서 양식 추가 | 김선환 |
| 3 | 2023.01.16 | 12 | 비상연락망을 비롯한 내용 현행화 | 오예진 |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

본 문서는 ㈜아이티아이스 클라우드 서비스 제공을 위해서 컨설팅, 마이그레이션, 매니지드, XaaS 서비스 등을 대상으로 작성함.

제1장 총칙

제1조(목적)

이 지침은 ㈜아이티아이즈의 「정보보호정책서」에 의거 침해사고에 대한 관리에 필요한 사항을 규정함을 목적으로 한다.

제2조(적용범위)

이 지침은 ㈜아이티아이즈의 클라우드컴퓨팅서비스 업무에 종사하는 임직원 및 ㈜아이티아이즈와 계약을 맺어 클라우드컴퓨팅서비스 업무를 수행하는 외부업체 직원 모두에게 적용된다.

제3조(용어정의)

이 지침에서 사용되는 용어 정의는 다음 각 호와 같다.

1. “침해사고”라 함은 보안정책에 위배되는 모든 사고를 말하며 보안 침해사고, 소프트웨어 이상 및 오류, 악성코드 등으로 인한 정보자산의 손상 등을 포함한다.

2. “악성코드”라 함은 컴퓨터바이러스와 달리 다른 파일을 감염시키지는 않지만, 악의적인 용도로 사용될 수 있는 유해 프로그램을 말한다.

3. “백도어”라 함은 시스템의 정상적인 보호 수단을 우회할 수 있는 숨겨진 메커니즘을 의미한다.

제2장 침해사고 대응절차 및 체계

제4조(침해사고 대응 절차 수립)

① 침해사고의 정의 및 범위, 긴급연락체계 구축, 침해사고 발생시 보고 및 대응 절차, 사고 복구조직의 구성 등을 포함한 침해사고 대응절차를 수립하여야 한다.

② 침해사고를 유형 및 중요도에 따라 분류하고 이에 따른 보고체계를 정의하여야 한다.

③ 침해사고 대응체계를 외부 기관을 통해 구축한 경우 수립된 침해사고 대응절차 및 체계를 계약서에 반영하여야 한다.

④ 침해사고의 모니터링, 대응 및 처리와 관련되어 외부 전문가, 전문업체, 전문기관(KISA) 등과의 연락 및 협조체계를 수립하여야 한다.

제5조(침해사고 예방)

① 정보시스템별 담당자는 필요 시 국가정보원과 협의하여 현장방문 또는 원격 측정을 통하여 사이버안전대책 이행 여부와 정보통신망의 안정성 여부를 확인한다.

② 정보시스템별 담당자는 보안관제시스템 또는 오프라인 등을 통해 사이버 위협 정보를 인지한 경우에는 초동조치 후 관련 기관에게 신속히 통지한다.

③ 정보시스템별 담당자는 보안정보, 보안권고문, 또는 취약점 분석정보를 수시로 수집하여 보안업데이트 및 대응조치를 수행하고, 직원들에게 배포한다.

제6조(침해사고 대응 훈련)

① 침해사고 대응절차에 관한 연 1회 이상 모의훈련 계획을 수립하고 이에 따라 주기적으로 훈련 실시 및 적정성과 효과성을 평가하여야 한다.

② 이용자가 클라우드 서비스 제공자의 침해사고 대응 모의훈련의 결과를 요청할 경우 이를 문서화하여 제공하여야 한다.

제7조(침해사고 보고)

① 외부로부터의 침해시도가 의심되는 이상징후를 지체없이 인지할 수 있도록 다음과 같은 항목이 포함된 모니터링 절차를 수립하여 이행하여야 한다.

1. 모니터링 대상범위 : 침해시도 탐지 및 차단하기 위한 각종 정보보호시스템 이벤트 로그 등

2. 모니터링 방법 : 외부 전문업체를 통한 모니터링, 자체 모니터링 체계 구축 등

3. 담당자 및 책임자 지정

4. 모니터링 결과 보고체계

5. 침해시도 발견 시 대응절차 등

② 클라우드컴퓨팅서비스 상의 침해사고 징후 또는 침해사고 발생을 인지한 경우 침해사고 보고절차에 따라 신속하게 보고하여야 한다.

- 침해사고가 조직에 미치는 영향이 심각할 경우 최고 경영진에게 신속히 보고

- 침해사고 초기 대응 및 증거 보존 조치

③ 침해사고 발생 시 법률이나 규정 등에 따라 관계기관에 신고하여야 하며 개인정보와 관련한 침해사고는 이용자(정보주체)에게 신속하게 통지하여야 한다.

1. 통지방법 : 전화, 휴대전화, 전자우편, 서비스접속화면등 방법으로 제시함

2. 발생내용

3. 발생원인

4. 서비스 제공자의 피해확산 방지 조치 현황

5. 서비스 이용자의 피해예방 또는 확산방지 방법

6. 담당부서 및 연락처

제8조(침해사고 대응)

① 정보보호 침해사고 접수 후 정보시스템별 담당자는 침해사고 유형별로 다음 각 호의 절차에 따라 대응한다.

1. 침해사고가 확대되지 않도록 침해당한 서버의 네트워크 분리, 공격 포트의 차단 등 필요한 응급조치를 먼저 취한다.

2. 침해사고의 확산을 막기 위해 해당 정보시스템의 중단이 통계청 전체 업무에 영향을 미치는 경우 업무시간 종료 후에 서비스를 중단하며, 해당 정보시스템의 중단이 일부 업무에 영향을 미치는 경우에는 해당 업무부서와 협의 후 즉시 해당 정보시스템을 중단시킨다.

3. 응급조치 후 정보보호 침해사고의 원인 분석 및 증거확보를 위하여 해당 침해사고 관련 로그 및 제반 증거자료를 수집 및 확보해야 한다.

4. 국가정보원 등에서 권고하는 유형별 대응 조치를 취하고, 추후 재발방지를 위한 교육 등 대응책을 마련해야 한다.

② 정보보호 침해사고 유형에 따라 다음과 같이 구분한다.

1. 악성코드 공격

2. 서비스거부 공격

3. 비인가접근 공격

4. 복합구성 공격

제9조(비상연락체계 구축)

① 업무별 시스템 담당자 및 관련 외부 사업자(PM)의 이름과 연락처를 상시 관리하여야 하며, 정보보호 관련 상주 근무자, 외부 유지보수 협력업체, 유관기관 등 비상연락체계를 비치하고, 주기적으로 비상연락망을 점검한다.

제10조(침해사고 분석)

① 정보보호 관리자는 보안사고로 인한 피해를 최소화하기 위해 보안사고 유형 및 등급에 따라 보안사고 대응팀을 구성하고, 정보보호 최고책임자의 승인을 받는다.

② 보안사고 대응팀은 다음 각 호에 따라 보안사고 분석 및 로그 수집을 수행한다.

- 서버 및 네트워크 담당자와 정보보호 담당자는 보안사고 내용을 분석하여 침입 사실, 사고원인 등을 파악한다.

- 서버 및 네트워크 담당자는 증거확보를 위해 현재 보유하고 있는 로그 중 침입흔적을 담은 모든 로그를 백업한다.

- 파일시스템은 상세한 수준으로 덤프를 받은 후, 서명, 일시 등을 기록하고, 덤프파일은 안전한 곳에 보관한다.

- 정보보호 담당자는 정보보호시스템 로그를 점검하여 관련기록을 모두 백업받고 안전한 곳에 보관한다.

- 재침입의 위험이 있다고 판단될 때에는 네트워크 접속을 끊거나 단일 사용자(Single-User)모드에서 작업해야 한다.

③ 침입자가 현재 시스템에 침투해 해킹을 하고 있는 것으로 판단된 경우에는 다음과 같은 조치를 즉시 취한다.

- 정보보호 담당자는 정보보호 관리자에게 보고함과 동시에 즉시 해당 시스템을 네트워크 와 분리한 후, 정보보호 최고책임자의 결정에 따라 추적여부를 결정한다.

- 침입 후 활동하는 내용이 치명적이지 않다고 판단되는 경우 정보보호 최고책임자의 승인하에 로그 분석을 통하여 침입위치 및 침입대상을 추적한다.

- 침입자를 추적할 수 없거나, 해킹으로부터 시스템의 보호가 우선이라고 판단되는 경우 접속을 차단하여야 한다.

④ 정보보호 관리자는 보안사고 분석 및 대응 업무 수행 중 필요에 따라 외부기관의 협조를 받을 수 있다. 이때 협조 의뢰의 최종결정은 정보보호 최고책임자가 한다.

제11조(증거수집 및 보존)

① 서버 및 네트워크 담당자와 정보보호 담당자는 제10조에서 분석 및 수집한 증거를 정보보호 관리자에게 전달한다.

② 정보보호 관리자는 침입자 처벌 및 법률적 대응을 위해, 수집된 증거를 사고발생 후 공소시효까지 안전하게 보존하여야 한다.

제12조(결과보고 및 공유)

① 침해사고가 처리 및 종결된 후 발생 원인을 분석하고 그 결과를 이용자에게 알려야 한다. 또한 유사한 침해사고에 대한 신속한 처리를 위해 침해사고 관련 정보 및 발견된 취약점을 관련 조직 및 임직원과 공유하여야 한다.

② 정보보호 담당자는 보안사고대응팀의 각 관련 부서에서 조치결과를 취합하여 그 결과를 정보보호 관리자에게 보고하며, 정보보호 관리자는 보안사고 1, 2급에 대하여 보안사고 조치 보고서를 다음 각 호와 같이 작성하여 정보보호 최고책임자에게 사고 경과와 조치사항을 보고한다.

- 보안사고 분석결과

- 보안사고 대응내역

- 조치계획 및 조치내역

- 재발방지 방안 및 계획

③ 개인정보 사고의 경우 보안사고대응팀은 사고 종료 시까지 다음 각 호의 사항에 대해 상시 모니터링 및 대응을 수행한다.

- 고객이나 언론의 동향 분석

- 법률 Risk 파악

- 피해고객 구제방안 모색 등 사고대응 활동

④ 개인정보 유출사고의 경우 개인정보관리 담당자는 해당 정보주체에게 다음 각 호의 사항을 포함하여 유출사실을 통보하여야 한다.

- 유출 등이 된 개인정보 항목

- 유출 등이 발생한 시점과 그 경위

- 정보주체가 취할 수 있는 조치

- 회사의 대응조치 및 피해 구제절차

- 정보주체가 상담 등을 접수할 수 있는 부서 및 연락처

⑤ 정보주체의 연락처를 알 수 없는 등 정당한 사유가 있는 경우에는 제3항 각 호의 통보 항목을 인터넷 홈페이지에 30일 이상 게시하여야 한다.

제13조(사후관리)

① 정보보호 관리자는 유사한 사고의 재발 방지를 위하여 관련 정책 및 지침의 개정, 정보보호시스템 도입, 유관기관 협조체계 구축 등 효과적인 재발방지 대책을 수립하여야 하고, 필요 시 보안사고 대응절차에 대한 내용을 변경하여야 한다.

② 정보보호 관리자는 수립된 재발방지 대책을 보고하여 동일 또는 유사 사고의 재발에 대비하여야 하며 보안사고의 대응 및 복구가 완료되었음을 확인하여야 한다.

③ 정보보호 담당자는 1, 2 등급의 보안사고 관련된 기록을 대외비 이상 등급으로 분류하고, 이를 보존·관리하여야 한다.

④ 법적 또는 규정상 보안사고 관련하여 대외기관의 요청이 있는 경우 대외협력 관련부서는 정보보호 관리자와 협의 후 대응하여야 한다.

⑤ 정보보호 관리자는 보안사고에 대한 정보와 발견된 취약점들을 관련 부서 및 임직원들에게 공유 및 전파하여야 한다.

부칙

제1조(시행일)

이 규정은 정보보호 최고책임자의 승인일로부터 시행한다.

제2조(정책의 검토)

본 정책의 적절성을 연 1회 이상 정기적으로 검토하고, 필요 시 개정안을 마련하며 제정, 개정 및 폐기에 대해 이력을 관리하여야 한다.

제3조(예외 적용)

다음 각 호에 해당하는 경우에는 이 규정에서 명시한 내용이라도 정보보호 최고책임자의 승인을 받아 예외 취급할 수 있다.

1. 기술 환경의 변화로 적용이 불가능할 경우

2. 기술적·관리적 필요에 따라 정책의 적용을 보류할 긴급한 사유가 있을 경우

3. 기타 재해 등 불가항력적인 상황인 경우

[별지 제1호 서식] 침해사고 대응결과 보고서

침해사고 대응결과 보고서

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | 결재 | 클라우드서비스  담당자 | 클라우드서비스  관리자 | 클라우드서비스  최고책임자 |
|  |  |  |  |

|  |
| --- |
| 침해사고 대응 보고서에는 다음과 같은 내용이 포함되어 작성되어야 한다.  □ 침해사고 발생 일시/종료 일시  □ 침해사고 발견 및 피해사항  □ 침해사고 조치 내용  침입시도 IP Addres  침입시도 방법  침해사고 분석 방법  침해사고 복구 방법  □ 침해사고 영향 범위 (침해사고가 발생한 시스템/피해내역)  □ 침해사고 예방 및 재발방지 대책 |

[별지 제2호 서식] 비상연락망

비상연락망

1. 보안사고대응팀 연락망

|  |  |  |
| --- | --- | --- |
| 담당업무 | 담당자 | 연락처 |
| 클라우드서비스 최고책임자 | 조왕래 | 010-9655-5668 |
| 클라우드서비스 관리자 | 김종룡 | 010-9162-8205 |
| 클라우드서비스 담당자 | 김대회 | 010-5491-4744 |

2. 관련부서연락망

|  |  |  |  |
| --- | --- | --- | --- |
| 부서명 | 담당자 | 담당업무 | 연락처 |
| 서비스운영팀 | 김종룡 | 클라우드 운용 및 고객지원 총괄 | 010-9162-8205 |
| 서비스운영팀 | 김대회 | 클라우드 운용 및 고객지원 | 010-5491-4744 |
| 서비스운영팀 | 권용찬 | 클라우드 운용 및 고객지원 | 010-3030-5301 |
| 서비스운영팀 | 김은선 | 클라우드 운용 및 고객지원 | 010-8004-6160 |
| 서비스운영팀 | 김재영 | 클라우드 운용 및 고객지원 | 010-4193-7818 |
| 서비스운영팀 | 안지민 | 클라우드 운용 및 고객지원 | 010-5530-7369 |
| 서비스운영팀 | 최유나 | 클라우드 운용 및 고객지원 | 010-2280-9346 |
| 서비스운영팀 | 한유리 | 클라우드 운용 및 고객지원 | 010-4345-9070 |
| 서비스운영팀 | 임미리 | 클라우드 운용 및 고객지원 | 010-7150-1306 |
| 서비스운영팀 | 이해민 | 클라우드 운용 및 고객지원 | 010-2280-6957 |
| 서비스지원팀 | 이승철 | 클라우드 플랫폼 서비스지원 총괄 | 010-3746-0686 |
| 서비스지원팀 | 임철현 | 클라우드 기술지원 | 010-5653-9986 |
| 서비스지원팀 | 이동수 | 클라우드 기술지원 | 010-9473-6696 |
| 서비스지원팀 | 이보리 | 클라우드 기술지원 | 010-3896-3989 |
| 서비스지원팀 | 박경실 | 클라우드 기술지원 | 010-9148-1055 |
| 서비스지원팀 | 김건우 | 클라우드 기술지원 | 010-6281-7356 |
| 서비스지원팀 | 오예진 | 클라우드 기술지원 | 010-3120-3302 |
| 서비스지원팀 | 윤소영 | 클라우드 기술지원 | 010-5637-8297 |
| 기술지원(부설연구소) | 주종민 | 클라우드 기술지원 | 010-4108-1737 |
| 기술지원(부설연구소) | 김한성 | 클라우드 기술지원 | 010-4169-2032 |

3. 관련업체 연락망

|  |  |  |  |
| --- | --- | --- | --- |
| 부서명 | 담당자 | 담당업무 | 연락처 |
| NaverCloud(IT Security) | 정보보호담당 | 정보보호 업무 | 1544-5876 |
| NaverCloud | 고객지원 | 고객지원 | 1833-5055 |
| KT G-cloud | 고객센터 | 고객센터 및 정보보호 | 080-2580-005 |

4. 관계기관 연락망

|  |  |  |  |
| --- | --- | --- | --- |
| 부서명 | 담당자 | 담당업무 | 연락처 |
| KISA 해킹신고센터 | 해킹침해센터 | 해킹·스팸 개인정보 침해 | 118 |
| 대검찰청 사이버수사과 | 사이버수사과 | 해킹 및 개인정보 침해 | 02-3480-3570 |
| 경찰청 사이버안전국 | 사이버안전국 | 해킹 및 개인정보 침해 | 182 |